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661—158.7 (321J) IID security. The manufacturer and its ASPs shall take all reasonable steps necessary
to prevent tampering with or physical circumvention of the IID. These steps shall include the following.

158.7(1) ASPs shall use special locks, seals, installation procedures, or design characteristics that
prevent or record evidence of tampering or circumvention attempts.

158.7(2) The manufacturer or the ASP shall affix a label to the IID indicating that attempts to tamper
with or circumvent the IID may subject a person to criminal prosecution or administrative sanctions.

158.7(3) No owner or employee of a manufacturer or an ASP may authorize or assist with the
disconnection of an IID or enable the use of any emergency bypass mechanism or any other bypass
procedure that allows a person restricted to the use of a vehicle equipped with a functioning IID to start
or operate a vehicle without providing all required breath samples. Authorizing or assisting with the
disconnection of an IID may subject the owner or employee of a manufacturer or an ASP to criminal
prosecution or administrative sanctions.
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